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1.GIRIS

2010 yilinda yapilan degisiklik sonucunda Anayasanin 20. Maddesine ““Herkes, kendisiyle
ilgili kisisel verilerin korunmasini isteme hakkina sahiptir. Bu hak; kisinin kendisiyle ilgili
kisisel veriler hakkinda bilgilendirilme, bu verilere erisme, bunlarin duzeltilmesini veya
silinmesini talep etme ve amaclari dogrultusunda kullanilip kullaniimadigini 6grenmeyi de
kapsar. Kisisel veriler, ancak kanunda 0Ongorilen hallerde veya kisinin acik rizasiyla
islenebilir. Kisisel verilerin korunmasina iliskin esas ve usuller kanunla diizenlenir.”” hikm
eklenerek kisisel verilerin korunmasi acikca anayasal guvence altina alinmis ve Kisisel
verilerin korunmasina iliskin usul ve esaslarin kanunla diizenlenecegi hiilkme baglanmistir.
Bu kapsamda, 6698 sayili Kisisel Verilerin Korunmasi Kanunu 7 Nisan 2016 tarih ve 29677
saylli Resmi Gazete’de yayimlanarak yururlige girmistir. Op. Dr. Neslihan HAZAR, Kanun
ve ilgili mevzuatta yer alan temel ilkeler cercevesinde kisisel verileri korumak ve islemek
amaclyla isbu politikayi diizenleyerek yurtrlige sokmustur.

VERI SORUMLUSUNUN KIiMLIGI :

Adi / Unvani : Op. Dr. Neslihan HAZAR
(V.N. 4600062837)

Adres . Sirinyali Mah. ismet Goksen Cad. Dostlar Apt. No:28/6
07000 Muratpasa / Antalya

Mail Adresi : neslihan@drneslihan.com

Iletisim : Tel 0532 050 24 74

2. AMAC VE KAPSAM

Kanunla, Kkisisel verilerin sinirsiz bicimde ve gelisigiizel toplanmasi, yetkisiz kisilerin
erisimine acilmasi, ifsasi veya amac disi ya da kotlye kullanimi sonucu kisilik haklarinin
ihlal edilmesinin Oniine gecilmesi amaglanmaktadir. Op. Dr. Neslihan HAZAR, Kisisel
Verilerin Korunmasi Kanunu ile uyum icerisinde faaliyetlerini gerceklestirmektedir.

Veri sorumlusu, kisisel verilerin isleme amaglarini ve vasitalarini belirleyen, veri kayit
sisteminin yonetiminden sorumlu olan gercek veya tiizel kisidir. Bu politika Op. Dr. Neslihan
HAZAR'In veri sorumlusu olarak hareket ettigi kisisel veri isleme stireclerini icermektedir.

Bu Politika; hastalarin, potansiyel hastalarin, ziayretcileri, calisan adaylarin ve calisanlarin
kisisel verilerinin islenmesine yonelik faaliyetleri kapsam icerisine almaktadir. Kisisel veri
sahipleri grubuna gére bu politikanin uygulama kapsami politikanin tamami olabilecedi gibi
yalnizca bir kisim hikiimleri de olabilecektir.

Isbu Politika kapsaminda muayenehane organizasyonunda yer alan islem ve faaliyetler
cercevesinde islenen veriler, verilerin kategorizasyonu, veri alici gruplari, veri toplama
hukuki sebebi ve yontemi, verilerin aktarildigi Ggtnct kisi gruplari, verilerin isleme sureleri,
verilerin silinme sureleri hakkinda 6zellestirilmis bilgilere yer verilmeye ¢ahisiimistir. Ancak
hali hazirdaki isleme faaliyetlerinin disinda veri sorumlusu tarafindan veri isleme



yapilmasi/yapilacak olmasi halinde harici bir aydinlatma metni dahilinde, isbu politikada
belirtilen temel ilke ve prensiplere uyulmak kaydiyla isleme faaliyeti yiratilmesi ve
aydinlatma yapilmasi mimkundir. Bu durumdayapilan aydinlatma isbu Politikanin ayrilmaz
bir parcasini teskil edecek olup isbu Politikada yer almadigi iddia edilemeyecektir. Nitekim
Aydinlatma Yukamlalugunin Yerine Getirilmesinde Uyulacak Usul ve Esaslar Hakkinda
Teblig’in 5. maddesi kapsaminda aydinlatmanin soézlQ, yazih, ses kaydi, ¢agri merkezi gibi
fiziksel veya elektronik ortam kullaniimak suretiyle yapilmasi mimkund(ir.

Politikamiz, veri sorumlusu Op. Dr. Neslihan HAZAR tarafindan ....... tarihi itibariyle
glincellenmistir. Politika’nin tamaminin veya belirli maddelerinin tekrar yenilenmesi
durumunda Politika’nin ydrarlik tarihi ve versiyonu guncellenecektir. Politika veri
sorumlusu Op. Dr. Nezlihan HAZAR'In resmi internet sitesinde yayimlanir ve ilgili kisilerin
talebi tzerine ilgili kisilerin erisimine sunulur.

3. TANIMLAR
KISISEL VERI Bir gercek kisinin kimligini belirleyen ya
da kimligini belirlenebilir kilan her tirlG
bilgidir.

OZEL NITELIKLI KiSISEL VERI Kisinin 1rk, etnik koken, siyasi disiince,
felsefi inan¢, din, mezhep veya diger
inanclar, kilik ve kiyafet, dernek, vakif ya da
sendika Uyeligi, saglik, cinsel hayat, ceza
mahkamiyeti ve guvenlik tedbirleriyle ilgili
veriler ile biyometrik ve genetik verilerdir.

ILGILI KiSI/VERI SAHIBI Kisisel verisi islenen gercek Kisidir.

VERI SORUMLUSU Kisisel verilerin isleme amaclarini ve
vasitalarini belirleyen, veri kayit sisteminin
kurulmasindan ve yonetilmesinden sorumlu
olan gercek veya tzel kisidir.

VERI ISLEYEN Veri sorumlusunun verdigi yetkiye dayanarak
onun adina Kisisel verileri isleyen gercek
veya tizel kisidir.

ILGILi KULLANICI Verilerin ~ teknik  olarak  depolanmasi,
korunmasi ve yedeklenmesinden sorumlu
olan kisi ya da birim hari¢ olmak tzere veri
sorumlusu organizasyonu igerisinde veyaveri
sorumlusundan aldigi  yetki ve talimat
dogrultusunda  kisisel  verileri isleyen




kisilerdir.

VERI ENVANTERI

Veri sorumlularinin is sureglerine bagli
olarak gerceklestirmekte olduklari Kisisel veri
isleme faaliyetlerini; kisisel veri isleme
amaclari ve hukuki sebebi, veri kategorisi,
aktarilan alict grubu ve veri konusu Kisi
grubuyla iliskilendirerek olusturduklari ve
kisisel verilerin islendikleri amagclar igin
gerekli olan azami muhafaza edilme siresini,
yabanci ulkelere aktarimi ongorulen Kkisisel
verileri ve veri glvenligine iliskin alinan
tedbirleri  aciklayarak  detaylandirdiklar
envanterdir.

ACIK RIZA

Belirli bir konuya iliskin, bilgilendirilmeye
dayanan 6zgur iradeyle agiklanan rizadir.

KISISEL VERILERIN ISLENMESI

Kisisel verilerin tamamen veya kismen
otomatik olan ya da herhangi bir veri kayit
sisteminin pargasi olmak kaydiyla otomatik
olmayan yollarla elde edilmesi, kaydedilmesi,
depolanmasi, muhafaza edilmesi,
degistirilmesi,  yeniden diizenlenmesi,
aciklanmasi, aktarilmasi, devralinmasi, elde
edilir hale getirilmesi, siniflandiriimasi ya da
kullaniimasinin  engellenmesi gibi veriler
uzerinde gergeklestirilen her turld islemi
kapsamaktadir.

ANONIM HALE GETIRME

Kisisel verinin, baska verilerle eslestirilerek
dahi hicbir surette kimligi belirli veya
belirlenebilir bir gercek kisiyle
iliskilendirilemeyecek hale getirilmesidir.

iIMHA

Kisisel verilerin silinmesi, yok edilmesi
veya anonim hale getirilmesidir.

PERIYODIK IMHA

Kanunda yer alan kisisel verilerin islenme
sartlarinin  tamaminin  ortadan  kalkmasi
durumunda kisisel verileri saklama ve imha
politikasinda belirtilen ve tekrar eden
arahiklarla re'sen gergeklestirilecek silme, yok
etme veya anonim hale getirme islemidir.




VERI IHLALI

Islenen Kisisel verilerin kanuni olmayan
yollarla baskalari tarafindan elde edildigi
hallerdir.

VERI KAYIT SISTEMI

Veri kayit sistemi, Kkisisel verilerin belirli
kriterlere gore yapilandirilarak islendigi kayit
sistemidir.

ILGiLI KiSi BASVURU FORMU

lgili kisilerin, KVKK’nin 11. maddesinde
yer alan haklarina iliskin bagvurularini
kullanirken yararlanacaklari basvuru
formunu ifade eder.

KURUL Kisisel Verileri Koruma Kurulunu ifade eder.
KURUM Kisisel Verileri Koruma Kurumunu ifade eder
KANUN/KVKK 7 Nisan 2016 tarihli ve 29677 sayili Resmi

Gazete’de yayimlanan, 24 Mart 2016 tarihli ve
6698 sayili Kisisel Verilerin Korunmasi
Kanununu ifade eder.

KAYIT ORTAMI

Tamamen veya kismen otomatik olan ya da
herhangi bir veri kayit sisteminin parcasi
olmak kaydiyla otomatik olmayan yollarla
islenen kisisel verilerin bulundugu her tarli
ortamdir.

KiSISEL VERILERIN SiLINMESI

Kisisel verilerin ilgili kullanicilar igin hicbir
sekilde erisilemez ve tekrar kullanilamaz hale
getirilmesi iglemidir.

KISISEL VERILERIN YOK EDILMESI

Kisisel verilerin hi¢ kimse tarafindan hicbir
sekilde erisilemez, geri getirilemez ve tekrar

kullanilamaz hale getirilmesi islemidir.

4. KISISEL VERILERIN ISLENMESINDE

GENEL ILKELER

Kisisel verilerin islenmesinde her zaman Kanunda ortaya konulan genel ilkelere uygun
davranilmahdir. Op. Dr. Neslihan HAZAR bu ilkeler dogrultusunda Kkisisel verileri
islemektedir. Kisisel verilerin islenmesinde genel ilkeler sunlardir:

a. Hukuka ve durustlik kurallarina uygun olma



b. Dogru ve gerektiginde gincel olma
c. Belirli, agik ve mesru amagclar igin islenme.
¢. Islendikleri amagla baglantili, sinirli ve élciilii olma.

d. Tlgili mevzuatta 6ngorilen veya islendikleri amag icin gerekli olan siire kadar muhafaza
edilme.

Kisisel verilerin islenmesine iliskin ilkeler, tim Kisisel veri isleme faaliyetlerinin 6zinde
bulunmakta ve tum Kkisisel veri isleme faaliyetleri bu ilkelere uygun olarak
gerceklestirilmektedir.

5. KISISEL VERILERIN ISLENME SARTLARI

Kisisel verilerin korunmasi Anayasal bir haktir. Anayasa’nin 20. Maddesinin 3. Fikrasi
geregince, Kisisel veriler ancak kanunda ongoérilen hallerde veya kisinin acik rizasi ile
islenebilecektir. Kanun'un 5. Maddesinde kisisel verilerin islenme sartlari diizenlenmistir.
Op. Dr. Neslihan HAZAR bu dogrultuda ve Anayasa'ya uygun bir bicimde; Kisisel verileri
ancak kanunda 6ngorilen hallerde veya kisinin acik rizasiyla islemektedir.

Bu sartlar;

1. ilgili kisinin acik rizasinin varligu,

2. Kanunlarda agikca 6ngorilmesi,

3. Fiili imkansizlik nedeniyle rizasini aciklayamayacak durumda bulunan veya rizasina
hukuki gecerlilik taninmayan kisinin kendisinin ya da bir baskasinin hayati veya beden

buttnliginin korunmast icin zorunlu olmasi,

4. Bir sozlesmenin kurulmasi veya ifasiyla dogrudan dogruya ilgili olmasi kaydiyla,
sOzlesmenin taraflarina ait kisisel verilerin islenmesinin gerekli olmasi,

5. Veri sorumlusunun hukuki yiakimlaligini yerine getirebilmesi icin zorunlu olmasi,
6. Ilgili kisinin kendisi tarafindan alenilestirilmis olmasi,
7. Bir hakkin tesisi, kullanilmasi veya korunmasi i¢in veri islemenin zorunlu olmasi,

8. llgili kisinin temel hak ve 6zgiirliiklerine zarar vermemek kaydiyla, veri sorumlusunun
mesru menfaatleri icin veri islenmesinin zorunlu olmasi

6. OZEL NITELIKLIKISISEL VERILERIN ISLENME SARTLARI

Kanunun 6. Maddesinde sinirli sayida sayilan 6zel nitelikli kisisel veriler sadece belirli
kosullar altinda islenmektedir. Irk ve etnik koken, siyasi dlsiince, din, felsefi inang, mezhep
veya diger inanglar, kilik ve kiyafet, dernek, vakif ya da sendika tyeligi, saglik, cinsel hayat,
ceza mahkdmiyeti ve glvenlik tedbirleriyle ilgili veriler ile biyometrik ve genetik veriler 6zel



nitelikli Kisisel veri olarak tanimlanmistir. Ozel nitelikli Kisisel veriler 6grenilmesi halinde
ilgili kisininmagdur olmasina veya ayrimciliga maruz kalmasina neden olabilecek nitelikteki
verilerdir. Bu nedenle, diger kisisel verilere gore ¢ok daha siki sekilde korunmalari
gerekmektedir. Kanun, bu verilere 6zel bir 6nem atfetmekte ve bu verilerle ilgili farkh bir
dizenleme getirmektedir. Kanun bunlari 6zel nitelikli kisisel veri ya da hassas veriler olarak
kabul etmektedir.

Kural olarak 6zel nitelikli Kisisel verilerin islenmesi yasaktir. Ancak Kanunun 6. Maddesine
gore ozel nitelikli kisisel veriler; ilgili Kkisinin agik rizasinin olmasi, kanunlarda acikca
ongorilmesi, fiili imkansizlik nedeniyle rizasini agiklayamayacak durumda bulunan veya
rizasina hukuki gecerlilik taninmayan kisinin, kendisinin ya da bir baskasinin hayati veya
beden bitinluginin korunmasi icin zorunlu olmasi, ilgili kisinin alenilestirdigi Kisisel
verilere iliskin ve alenilestirme iradesine uygun olmasi, bir hakkin tesisi, kullanilmasi veya
korunmasi i¢in zorunlu olmasi, sir saklama yukumlaluga altinda bulunan kisiler veya yetkili
kurum ve kuruluslarca, kamu sagliginin korunmasi, koruyucu hekimlik, tibbi teshis, tedavi ve
bakim hizmetlerinin yratilmesi ile saglik hizmetlerinin planlanmasi, yonetimi ve
finansmani amaciyla gerekli olmasi, istihndam, is sagligi ve givenligi, sosyal glvenlik, sosyal
hizmetler ve sosyal yardim alanlarindaki hukuki yukimliluklerin yerine getirilmesi icin
zorunlu olmasi, siyasi, felsefi, dini veya sendikal amagclarla kurulan vakif, dernek ve diger kér
amaci gutmeyen kurulus ya da olusumlarin, tabi olduklari mevzuata ve amaglarina uygun
olmak, faaliyet alanlariyla sinirl olmak ve tgtinct kisilere agciklanmamak kaydiyla; mevcut
veya eski Uyelerine ve mensuplarina veyahut bu kurulus ve olusumlarla dizenli olarak
temasta olan kisilere yonelik olmasi, halinde islenmeleri mumkuandur.

Veri sorumlusu Op. Dr. Neslihan HAZAR'In faaliyeti geredi 6zel nitelikli Kisisel veriler
Kanun ile belirlenen sartlar ve Kurul tarafindan belirlenen gerekli dnlemlere uygun sekilde
islenmektedir.

7. AYDINLATMA YUKUMLULUGU
Veri sorumlusu Op. Dr. Neslihan HAZAR, Kanun'un 10. Maddesine, Aydinlatma
Yukumlaluginin Yerine Getirilmesinde Uyulacak Usul Ve Esaslar Hakkinda Teblig'e ve
ilgili mevzuata uygun olarak verilerin elde edilmesi sirasinda kisisel veri sahiplerini
aydinlatmaktadir. Bu kapsamda Veri sorumlusu Op. Dr. Neslihan HAZAR tarafindan kisisel
veri sahiplerine kisisel verilerin elde edilmesi sirasinda;

- Veri sorumlusu Op. Dr. Neslihan HAZAR'in kimligi,

- kigisel verilerin hangi amaglarla islenecedi,

- islenen kisisel verilerin kimlere ve hangi amagclarla aktarilabilecegi,

- kisisel veri toplamanin yontemi ve hukuki sebebi ile

- kisisel veri sahibinin KVKK'nin 11. Maddesi kapsaminda sahip oldugu
haklarla ilgili aydinlatma yapilmaktadir.

Veri sorumlusu Op. Dr. Neslihan HAZAR Kkisisel veri sahipleri ile ilgililere, kisisel verilerin
korunmasindaki kurum politikasini, ¢esitli kamuoyuna agik dokiimanlarla duyurarak, kisisel
veri isleme faaliyetlerinde ilgilileri bilgilendirmeyi ve bu cercevede hesap verilebilirligi ve



seffafligi saglamaktadir. Ozellikle Veri sorumlusu Op. Dr. Neslihan HAZAR ilgili kisileri,
Kisilerin acik rizasina basvurdugu zamanlar basta olmak Uzere, kendi faaliyetleri ve
kanundaki maddeler hakkinda bilgilendirmektedir.

8. ACIK RIZA ALINMASI

Acik riza, kisisel veri isleme sartlarindan birisidir. Veri sorumlusu tarafindan veri isleme
faaliyetinin gerceklestirilmesinde oncelikle diger veri isleme sartlarindan birine dayanilip
dayanilamayacag! degerlendirilmeli, bunlarin hicbirisi yoksa ilgili Kisinin acik rizasinin
alinmasi yoluna gidilmelidir. Kisisel veriler, tabi olunan kanunlarda agikca belirtilmeksizin
veya veri sahibinin acik rizasi olmaksizin islenemez. Kisisel veri sahibinin acik riza vermesi,
kisisel verilerin hukuka uygun olarak islenmesini mimkin kilan hukuki dayanaklardan
yalnizca bir tanesidir. Acik riza veri sahibi tarafindan her zaman geri alinabilir.

Acik riza, acik riza formu sablonu veri sahibine imzalatilarak veya veri sahibiyle yapilacak
sOzlesme veya elektronik formda bu sablonda yer alan unsurlara yer verilmesi suretiyle
alinabilir.

Calisanlar, calisan adaylari ve hastalara iliskin rutin olarak islenen kisisel veriler bakimindan
acik riza, ilgili sézlesme veya formlar araciligiyla alinir.

Acik rizaya dayanan veri isleme faaliyetine iliskin acik riza formlari veya diger ilgili ispat
araclari ilgili birimce saklanir.

9. KISISEL VERI TOPLAMA YONTEMIi VE HUKUKIi SEBEBI

Veri sorumlusu Op. Dr. Neslihan HAZAR faaliyet konusuna dahil her turlu is surecinde,
telefonla veyahut yiiz yilize s6zlu, web sitesi izerinden, randevu olustururken whatsapp adh
uygulama Gzerinden, fiziksel basvuru formlari ve sézlesmeler, glivenlik kameralari yollariyla
yukarida yer verilen amaclar ve vyasal cercevede belirtilen sinirliliklar dahilinde
toplanmaktadir. Verilerinizin toplanmasina dayanak olan hukuki sebepler;

- 6698 sayili Kisisel Verilerin Toplanmasi Kanunu,

- 6502 sayili Tiketicinin Korunmasi Hakkinda Kanun,

- 4857 sayili Is Kanunu,

- 6102 sayili Tark Ticaret Kanunu,

- 3359 sayili Saglik Hizmetleri Temel Kanunu,

- Kisisel Saglik Verilerinin islenmesi ve Mahremiyetinin Korunmasi Y énetmeligi ve
sair mevzuat hukumleridir,

10. KISISEL VERILERIi iISLEME AMACLARI
10.1. Hasta ve Potansiyel Hasta Verisi

Veri sorumlusunun hukuki yakamluluga veya kanunda agikca 6ngdrulmesi sebebiyle
veri isleme

Kisisel veriler, islemenin ilgili mevzuatta agikca belirtilmesi veya mevzuatla belirlenen bir
hukuki yukimlulGgin yerine getirilmesi amaciyla ayrica onay alinmadan islenebilir. Veri
islemlerinin tir ve kapsami, yasal olarak izin verilen veri isleme faaliyeti icin gerekli olmal



ve ilgili yasal hiikiimlere uygun olmalidir. Ornegin; bir sirketin calisanina maas 6deyebilmesi
icin banka hesap bilgilerini islemesi.

Veri sorumlusunun mesru menfaatine uygun olarak veri islenmesi

Kisisel veriler, ilgili kisinin temel hak ve 0Ozgurliklerine zarar vermemek kaydiyla, Veri
sorumlusunun mesru bir menfaati icin gerekli oldugunda da ayrica onay alinmadan
islenebilir. Mesru menfaatler genellikle yasal ya da ekonomik menfaatlerdir. Ornegin
alacaklarin tahsil edilmesi, s6zlesme ihlallerin kaginiimasi gibi.

Bir hakkin tesisi, kullaniimasi veya korunmasi icin veri islenmesi

Bir hakkin tesisi, kullaniimasi veya korunmasi igin veri islemenin zorunlu olmasi halinde veri
sahibinin kisisel verileriislenebilecektir. Ornegin; bir sirketin kendi calisani tarafindan agilan
bir davada, ispat icin bazi verileri kullanmasi bu kapsamda degerlendirilir.

Ozel nitelikli kisisel verilerin islenmesi

Ozel nitelikli kisisel veriler sadece belli kosullar altinda islenmektedir. Irk ve etnik kioken,
siyasi dustnce, din, felsefi inan¢, mezhep veya diger inanclar, kilik ve kiyafet, dernek, vakif
ya da sendika Oyeligi, saglk, cinsel hayat, ceza mahk(miyeti ve givenlik tedbirleriyle ilgili
veriler ile biyometrik ve genetik veriler 6zel nitelikli kisisel veri olarak tanimlanmistir.

Ozel nitelikli kisisel veriler, veri sorumlusu tarafindan, isbu Politika’da belirtilen ilkelere
uygun olarak ve Kisisel Verileri Koruma Kurulu (*Kurul”) tarafindan belirlenen énlemler de
dahil olmak Uzere gerekli her tirll idari ve teknik tedbirlerin alinmasi kaydiyla asagidaki
durumlarda islenmektedir:

 Kanunlarda agikca éngorilmesi,

* Fiili imkansizlik nedeniyle rizasini agiklayamayacak durumda bulunan veya rizasina
hukuki gecerlilik taninmayan Kisinin, kendisinin ya da bir baskasinin hayati veya
beden butinluginun korunmasi igin zorunlu olmasi,

« ilgili kisinin alenilestirdigi kisisel verilere iliskin ve alenilestirme iradesine uygun
olmasi,

* Bir hakkin tesisi, kullaniimasi veya korunmasi icin zorunlu olmasi,

* Sir saklama yUkumlulGgu altinda bulunan Kisiler veya yetkili kurum ve kuruluslarca,
kamu saghginin korunmasi, koruyucu hekimlik, tibbi teshis, tedavi ve bakim
hizmetlerinin yuratilmesi ile saghk hizmetlerinin planlanmasi, yonetimi ve
finansmani amaciyla gerekli olmasi,

« istihdam, is saglig ve giivenligi, sosyal giivenlik, sosyal hizmetler ve sosyal yardim
alanlarindaki hukuki yikamlultklerin yerine getirilmesi i¢in zorunlu olmasi,

» Siyasi, felsefi, dini veya sendikal amaclarla kurulan vakif, dernek ve diger kar amaci
gutmeyen kurulus ya da olusumlarin, tabi olduklari mevzuata ve amaclarina uygun
olmak, faaliyet alanlariyla sinirli olmak ve tg¢tnci Kisilere aciklanmamak kaydiyla;



mevcut veya eski tyelerine ve mensuplarina veyahut bu kurulus ve olusumlarla
dizenli olarak temasta olan Kisilere yonelik olmasi.

Yukarida belirtilen veri isleme sartlarinin bulunmamasi durumunda veri sorumlusu tarafindan
s6z konusu Ozel nitelikli kisisel wverilerin islenebilmesi icin ilgili kisiden acik riza
alinmaktadir.

En nihayetinde veri sorumlusu tarafindan yukarida yer verilen amacglar dogrultusunda;

% 7Teshis ve tedavi sirecleri sonrasinda hasta kontrollerini gerceklestirebilmek,
hastalarla birebir iletisime gecebilmek, randevu sireclerini yonetebilmek,

% ?Hasta memnuniyeti ve talep yonetiminin gergeklestirilebilmesi,
% ?Hasta dosyas! olusturulmasi,

9 2llgili mevzuati geredi saklanmasi gereken saglik verilerinize iliskin bilgilerin
muhafaza edilmesi,

2 2Ucret 6demelerinizin kontroliini gergeklestirerek fatura tanzim edilmesi,

% Vergi 6demelerinin ifa edilmesi,

% 7Saglik Bakanhgl Mevzuatlari geregi yukimlaliklerin ifa edilmesi,

% ?Saglik Turizmi Mevzuati geregi yukumlultklerin ifa edilmesi,

% MVei glvenliginizin saglanmasi,

% ?Yargl Makamlari nezdinde hukuki yukumltliklerin ifa edilmesi,

9 idari Kurum ve Kuruluslar nezdinde idari yukimliiliiklerin ifa edilmesi
amaclariyla hasta kisisel verileri agik riza aranmaksizin islenmektedir.

Munhasiran otomatik sistemler vasitasiyla islenen veriler

Birtakim unsurlari belirlemek amaciyla kullanilan kisisel verilerin miinhasiran otomatik
sistemler vasitasiyla islenmesi, olumsuz yasal sonuclari olan ve ilgili kisiyi olumsuz anlamda
etkileyen kararlarin tek bagina temeli olamaz. ilgili kisi islenen verilerin miinhasiran otomatik
sistemler vasitasiyla analiz edilmesi suretiyle Kisinin kendisi aleyhine bir sonucun ortaya
¢ikmasina itiraz etme hakkina sahiptir.

Kullanici bilgileri ve internet

Web sitelerinde veya uygulamalarda kisisel verilerin toplanmasi, islenmesi ve kullaniimasi
durumunda ilgili kisiler gizlilik bildirimi ile cerezler hakkinda bilgilendirilmelidir. Gizlilik
bildirimi ve cerez bilgileri, ilgili kisi i¢in kolay tanimlanabilecek, dogrudan erisilebilecek ve
strekli uygun olacak sekilde battnlestirilmektedir.
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10.2. Personel Aday! ve Personel Bilgileri

Is iliskisi icin verilerin islenmesi

Is iliskilerinde Kisisel veriler, is s6zlesmesinin kurulmasi, uygulanmasi ve sonlandiriimas
icin gerekli olmasi halinde ayrica onay alinmadan islenmektedir. Is iliskisi baslatilirken
adaylarin kisisel verileri islenmektedir. E§er aday reddedilirse, adaya ait bilgiler aday daha
sonraki bir secim asamasi i¢in uygun veri saklama siresi kadar muhafaza edilmekte bu
stirenin sonunda silinmekte, yok edilmekte veya anonim hale getirilmektedir.

Kanunda acik¢a 6ngorulmesi veya veri sorumlusunun hukuki yakimluluga sebebiyle
veri isleme

Calisana ait kisisel veriler, islemenin ilgili mevzuatta agikca belirtilmesi veya mevzuatla
belirlenen bir hukuki ytkumlilugin yerine getirilmesi amaciyla ayrica onay alinmadan
islenebilir.

Mesru menfaate uygun olarak verilerin islenmesi

Calisana ait kisisel veriler, Veri sorumlusunun mesru bir menfaatinin gerektiginde de ayrica
onay alinmadan islenebilmektedir. Mesru menfaatler genellikle yasal (6rn. yasal haklarin
dosyalanmasi, uygulanmasi ya da savunulmasi) ya da ekonomik (Orn. Sirketin
degerlendirilmesi) menfaatlerdir.

Calisanlarin menfaatlerinin korunmasi gerektigi kisisel durumlarda kisisel veriler mesru
menfaat amaclari icin isleme alinmamaktadir. Veriler islenmeden 6nce koruma gerektiren
menfaatlerin olup olmadigi belirlenmektedir.

Cahisanlara ait verilerin veri sorumlusunun mesru menfaatine dayanarak islendiginde,
islemenin olculu olup olmadigi incelenmektedir. Veri sorumlusunun bu kontrol énlemini
almasindaki mesru menfaatinin ilgili calisanin korunmasi gereken bir hakkini ihlal etmedigi
kontrol edilmekte olup ve sadece 6l¢ili olmasi halinde uygulanmaktadir.

Ozel nitelikli Kisisel verilerin islenmesi

Ozel nitelikli kisisel veriler sadece belli kosullar altinda islenmektedir. Irk ve etnik koken,
siyasi disunce, din, felsefi inang, mezhep veya diger inanclar, kilik ve kiyafet, dernek, vakif
ya da sendika Oyeligi, saglk, cinsel hayat, ceza mahk(miyeti ve guvenlik tedbirleriyle ilgili
veriler ile biyometrik ve genetik veriler 6zel nitelikli kisisel veri olarak tanimlanmistir.

Ozel nitelikli kisisel veriler calisanin acik rizasi olmasi halinde veri sorumlusu Op. Dr.
Neslihan HAZAR tarafindan, isbu Politika’da belirtilen ilkelere uygun olarak ve Kisisel
Verileri Koruma Kurulu tarafindan belirtilen 6nlemler de dahil olmak tzere gerekli her turli
idari ve teknik tedbirlerin alinmasi kaydiyla islenebilir.

Ozel nitelikli kisisel veriler, calisanin agik rizasinin bulunmadigi durumda Kurul tarafindan
belirlenen dnlemler ile idari ve teknik tedbirlerin alinmasi kaydiyla asagidaki durumlarda
islenmektedir:

 Kanunlarda agikca dngorilmesi,
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* Fiili imkansizlik nedeniyle rizasini agiklayamayacak durumdabulunan veya rizasina
hukuki gecerlilik taninmayan kisinin, kendisinin ya da bir baskasinin hayati veya
beden buttinliginin korunmasi icin zorunlu olmasi,

« ilgili Kisinin alenilestirdigi kisisel verilere iliskin ve alenilestirme iradesine uygun
olmasi,

* Bir hakkin tesisi, kullanilmasi veya korunmasi i¢in zorunlu olmasi,

* Sir saklama yukimlilugu altinda bulunan kisiler veya yetkili kurum ve kuruluslarca,
kamu saghginin korunmasi, koruyucu hekimlik, tibbi teshis, tedavi ve bakim
hizmetlerinin ydrGtilmesi ile saghk hizmetlerinin planlanmasi, yonetimi ve
finansmani amaciyla gerekli olmasi,

« istihdam, is saghgi ve giivenligi, sosyal giivenlik, sosyal hizmetler ve sosyal yardim
alanlarindaki hukuki yikamlaluklerin yerine getirilmesi igin zorunlu olmasi.

Minhasiran otomatik sistemler vasitasiyla islenen veriler

Eger kisisel veri is iliskisinin bir pargasi olarak miinhasiran otomatik sitemler vasitasiyla
isleniyor ise (6rn. personel seciminin bir pargasi veya yetenek profillerinin degerlendirilmesi
olarak), Calisan kendisi aleyhine bir sonucun ortaya ¢ikmasina itiraz etme hakkina sahiptir.

10.3. Muayenehane Yer Alan Guvenlik Kameralari Aracihgiyla islenen Veriler

Muayenehanede yer alan giris-gikis kapilari, bina dis cepheleri, ziyaret¢i bekleme salonu,
lobi, koridorlar, atOlyelere, gerek calisanlarin gerekse hastalarin can ve mal guvenligini
saglamak gerekse yasal mevzuattan dogan yukimlilukleri yerine getirmek maksadiyla kapali
devre kamera kayit sistemleri yerlestirilmis bulunmakta ve Ozel Glivenlik Hizmetlerine Dair
Kanun ve ilgili mevzuata uygun olarak kamera ile izleme faaliyeti yurutiilmektedir.

Bu kapsamda veri sorummlusu tarafindan istihdam edilen Kisilerin is saglhigini ve
glvenliginin temin edilmesi, muayenehaneyi ziyaret eden hastalarimizin, misafirlerimizin ve
diger Gcunci Kisilerin glvenliginin saglanmasi, muayenehanenin ve eklentilerinin
glvenliginin saglamasi, hakimiyet alani icerisindeki para ve kiymetli evraki, her tirli esyay!,
veri saklanan, elektronik olan ve olmayan demirbagslarin korunmasi, is strecinin geregi gibi
isleyip islemediginin gdzlemlenmesi; gerek Kisisel giivenlik gerek esyanin korunmasi gerekse
i$ surecinin isleyisine iliskin potansiyel tehlike arz eden durumlarin 6nlemesi amaglari
dahilinde ve kisisel veri isleme sartlarina uygun olarak islenmektedir.

Kapali devre glvenlik kamera sistemleri araciligiyla toplanan kisisel veriler, bu kapsamda 7
glin 24 saat siresince kaydedilmekte olup her bir kayit, kaydedildigi tarihten itibaren olmak
uzere 2 (iki) ay boyunca saklanmakta ve bu suirenin sonunda otomatik olarak silinmektedir.

Kamera kayit faaliyetleri, veri sorumlusu tarafindan Kanun'un 10. Maddesine uygun olarak
ilgili kisi aydinlatilarak, isbu Politika’da sayilan amagclarlabaglantili, sinirh ve 6l¢ilu olarak
strdurtlmektedir. Muayene alani, tuvaletler, kiyafet degistirme kabinleri veya benzer yerler
ile galisanlarin, hastalarin kisisel kullanimina tahsis edilmis kisinin mahremiyetini gtvenlik
amaclarini asan sekilde mudahale sonucu dogurabilecek alanlarda kapali devre kamera
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sistemi kesinlikle kullanilmamaktadir.
11. KISISEL VERILERIN SAKLANMA SURESI

Veri sorumlusunun faaliyetlerinden kaynaklanan yukumlaliklerin yerine getirilebilmesi ve
isyeri kurallarinin tatbiki adina, islendikleri amag ile baglantili, sinirh ve 6l¢ili olarak
mevzuatta 6ngorilen sire kadar kisisel verileri muhafaza edilecektir.

Muhafaza slresine yonelik yapilan kanuni diizenlemeler ;

- 6698 Sayili Kisisel Verilerin Korunmasi Kanunu,

- 6098 Sayil Turk Borglar Kanunu,

- 6102 Sayih Turk Ticaret Kanunu,

- 213 Sayih Vergi Usul Kanunu,

- 6502 Sayi1li Tuketicinin Korunmasi Hakkinda Kanun,

- 5237 Sayil Turk Ceza Kanunu,

- 3359 Sayil Saglik Hizmetleri Kanunu,

- 21.06.2019 tarihli Kisisel Saglik Verileri Hakkinda Y 6netmelik
- Hasta Haklar1 Y 6netmeligi,

- 5510 Sayili Sosyal Sigortalar ve Genel Saglik Sigortasi Kanunu,
- 6361 Sayil Is Saghgi ve Givenligi Kanunu,

- Is Saghg ve Guvenligi Yonetmeligi,

- 4982 Sayi1lh Bilgi Edinme Kanunu,

- 5434 Sayili Emekli Saghg! Kanunu,

- 4857 Sayili is Kanunu,

- Isyeri Bina ve Eklentilerinde Alinacak Saglik ve Giivenlik Onlemlerine iliskin Yonetmelik,

seklinde olup tarafimizca kanuni diizenlemeler hassasiyetle uygulanmaktadir.

Ayrica kisisel veriler,

- Mevzuatta kisisel verilerin saklanmasinin agikga éngoriilmesi,

- Kisisel verilerin s6zlesmelerin kurulmasi ve ifasi ile dogrudan dogruya ilgili olmasi,

- Kisisel verilerin bir hakkin tesisi, kullanilmasi veya korunmasi amaciyla saklanmasi,

- Kisisel verilerin kisilerin temel hak ve 06zgirliklerine zarar vermemek kaydiyla
Muayenehanenin mesru menfaatleri icin saklanmasinin zorunlu olmasi,

- Kisisel verilerin Muayenehanenin herhangi bir hukuki ylikimlulGguni yerine getirmesi
amaciyla saklanmasi,

cercevesinde 6ngoriilen saklama siireleri kadar saklanmaktadir. ilgili kisi olan hastanin talebi
ve acik rizasi dogrultusunda kisisel veriler hastanin menfaati ve talebi dogrultusunda daha
uzun stre saklanabilecektir.

12. VERIi KORUMA iLKELERI

Tum Kisisel veri isleme faaliyetleri asadidaki veri koruma ilkeleriyle uyumlu olarak
yaptimalidir. Veri sorumlusu Op. Dr. Neslihan HAZAR politika ve prosedirleri bu ilkelerle
uyumlulugu saglamayi amaclamaktadir :

- Hukuka ve durastluk kurallarina uygun olma,
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- Dogru ve gerektiginde guincel olma,
- Belirli, acik ve mesru amaclar icin islenme,
- Islendikleri amagla baglantil, sinirl, 6lciili olma ,

- ilgili mevzuatta éngoriilen veya islendikleri amag icin gerekli olan siire kadar muhafaza
edilme.

13. KISISEL VERILERINIZIN YURTICI VE YURT DISINDAKI UCUNCU KISILER
ILE PAYLASILMASI

Veri sorumlusu Op. Dr. Neslihan HAZAR tarafindan hukuka uygun olan kisisel veri isleme
amaclari dogrultusunda gerekli giivenlik énlemleri alinarak, ilgili kisinin kisisel verilerinin ve
Ozel nitelikli kisisel verilerinin Ggunct kisilere aktarilmasi, ilgili faaliyet kapsaminda
hazirlanmis olan Aydinlatma Metni'nde belirtilen amaglar kapsaminda gergeklestirilecektir.
Kisisel veriler, kanun, ilgili yonetmelikler ve mevzuatlar kapsaminda yukarida bahsedilen
amagclar ve KVVK'nin 8. ve 9. Maddelerinde ifade edilen kisisel verilerin aktariima sartlarina
uygun olarak tglncu kisilere aktarilabilecektir.

Kisisel Verilerin Yurt icinde Mukim Uglincti Taraflara Aktariimasi

Kisisel veriler, ilgili Kisinin acik rizasinin bulunmasi halinde veri sorumlusu tarafindan
gerekli 6zen gosterilerek ve Kurul tarafindan 6ngorilen yontemler de dahil gerekli tim
glivenlik Onlemleri ahnarak, ilgili kisinin Kisisel verileri yurt icgindeki Gglincu kisilere
aktarilabilecektir. Ancak KVKK'da diizenlenen asagida belirtilen veriisleme sartlarindan bir
ya da birkaginin mevcut olmasi halinde, veri sorumlusu tarafindan ilgili kisinin agik rizasi
alinmaksizin ilgili kisinin kisisel verileri yurt igindeki tglincu kisilere aktarilabilecektir.

» Kisisel verilerin aktarilmasina iliskin ilgili faaliyetlerin kanunlarda acikca
ongordlmesi,

» Kisisel verilerin veri sorumlusu tarafindan aktarilmasinin bir sézlesmenin kurulmasi
veya ifasiyla dogrudan dogruya ilgili ve gerekli olmasi,

* Kisisel verilerin aktariimasinin veri sorumlusunun hukuki yikimlulGgund yerine
getirebilmesi i¢in zorunlu olmasi,

* Kisisel verilerin ilgili kisi tarafindan alenilestirilmis olmasi sartiyla, alenilestirme
amaciyla sinirh bir sekilde veri sorumlusu tarafindan aktariimasi,

* Kisisel verilerin veri sorumlusu tarafindan aktariimasinin veri sorumlusunun veya
ilgili kisinin veya Gglincu kisilerin haklarinin tesisi, kullaniimasi veya korunmasi igin
zorunlu olmasi,

« ilgili kisinin temel hak ve ozgiirliiklerine zarar vermemek kaydiyla veri sorumlusu
mesru menfaatleri icin Kisisel veri aktarimi faaliyetinde bulunulmasinin zorunlu
olmasi,

* Fiili imkansizlik nedeniyle rizasini agiklayamayacak durumdabulunan veya rizasina
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hukuki gegerlilik taninmayan Kisinin kendisinin ya da bir baskasinin hayati veya
beden bitunlugund korumasi icin zorunlu olmasi.

o Kamu saghiginin korunmasi, koruyucu hekimlik, tibbi teshis, tedavi ve bakim
hizmetlerinin yaritdlmesi, Saglik hizmetleri ile finansmaninin planlanmasi ve
yonetimi

gibi amaglarlaacik riza temin edilmeksizin kisisel verileriniz aktarilabilecektir. Ozel nitelikli
kisisel verilerin aktarilmasinda da, bu verilerin islenme sartlarinda belirtilen kosullara
uyulmaktadir.

Yukarida sayilan sartlar dogrultusunda Kisisel veriler asagida sayili yurt iginde mukim
uclincu kisilere aktarilmaktadir;

- Dlizenleyici ve denetleyici kurumlar, resmi merciler ,

- ilgili kamu kurum ve kuruluslarinin hukuki yetkisi dahilinde talep ettigi amagcla sinirh
olarak hukuken Yetkili kamu kurum ve kuruluslarina,

- ilgili 6zel hukuk Kisilerinin hukuki yetkisi dahilinde talep ettigi amacla sinirli olarak
hukuken yetkili 6zel hukuk kisilerine,

- Dogrudan / Dolayh denetcilere; danismanlara, avukatlara; is ortaklarina; faaliyetlerimiz
yurutmek zere sozlesmeli olarak hizmet aldigimiz, isbirligi yapilan kuruluslara ve diger
uclincu kisilere aktarabilir.

Kisisel Verilerin Yurt Disinda Mukim Uglinct Taraflara Aktariimasi

Veri sorumlusu Op. Dr. Neslihan HAZAR tarafindan kural olarak yurt disi aktarim
yaptimamaktadir. Ancak Op. DR. Neslihan HAZAR tarafindan islenen veri ve belgelerin
e-mail gonderilmesi, bu verilerin tutuldugu, aktarildigi sistemlerin ve/veya e-mail
saglayicilarinin  veri  tabanlarinin  yurtdisinda  konumlandiriimis  olmasi  mumkdin
olabilmektedir.

14. VERI GUVENLIGINE YONELIK ALINAN TEDBIR VE TAAHHUTLER

Veri sorumlusu Op. Dr. Neslihan HAZAR, Kanuna uygun sekilde islemekte oldugu kisisel
verilerin muhafazasini saglamak, hukuka aykiri sekilde erisilmesini ve islenmesini 6nlemek
icin ylksek guvenlik duzeyini saglamaya yonelik gerekli teknik ve idari tedbirleri almakta;
bu kapsamda gerekli denetimleri yapmakta ve yaptirmaktadir.

Kisisel verilerinizin hukuka aykiri olarak islenmesini ve ve erisilmesini engellemek ve Kisisel
verilerinizin muhafazasini saglamak amaciyla uygun givenlik diizeyini temin etmeye yonelik
teknik ve idari tedbirleri cgesitli yontemler ve guvenlik teknolojileri kullanarak
gerceklestirilmektedir. Ayrica 6zel nitelikli Kkisisel verileriniz Kurul tarafindan belirlenen
yeterli onlemlerin alinmasiyla islenmektedir.

Veri sorumlusu, kisisel verilerin kendi adina baska bir gercek veya tuzel kisi (veri isleyen)

tarafindan islenmesi halinde, yukarida belirtilen tedbirlerin ilgili veri isleyenler tarafindan da
alinmasi icin gerekli tedbirleri alacaktir.

15



Veri sorumlusu tarafindan Kanun'un 12. Maddesi uyarinca veri glvenligini saglamaya
yonelik alinan aksiyonlar ve tedbirler asagida belirilmektedir.

idari Tedbirler

o Calisanlar ve ilgili taraflar ile taahhitnameler ve gizlilik sozlesmelerinin
imzalanmasi,

« Is siirecleri tizerinde risk analizlerinin gerceklestirilmesi,
* Kisisel veri envanterlerinin olusturulmasi,
* Bilgi guivenligi politika ve prosedrlerinin isletilmesi,

* Bilgi glivenligi ve kisisel veri isleme faaliyetleri hakkinda egitimlerin diizenlenmesi
ve degerlendirilmesi,

 Calisan bilgisayar vb. ara¢ gereclerineyetkisiz erisimlerin 6niine gegmek adina s6z
konusu arag ve gerecleri yalnizca yetkili kisilerin kullanmasi,

* Denetimler ile faaliyetlerin gbzden gecirilmesi,

 Calisanlarin niteliginin ve farkindahginin gelistirilmesine yonelik, kisisel verilerin
hukuka aykiri olarak islenmenin Onlenmesi, kisisel verilerin hukuka aykiri olarak
erisilmesinin  6nlenmesi, Kkisisel verilerin muhafazasinin saglanmasi konularinda
egitilmesi,

Teknik Tedbirler

» Sizma testleri ile muayenehane bilisim sistemlerine yonelik risk, tehdit, zafiyet ve
varsa acikliklar ortaya ¢ikarilarak gerekli 6nlemler alinmaktadir.

o Gilvenlik duvarlari ve zararli yazihmlari engelleyen antiviris programlari
kullaniimasi,

* Kisisel verilerin islendigi elektronik ortamlarda guclu parolalarin kullaniimasi,

* Bilgi guvenligi olay yénetimi ile gercek zamanli yapilan analizler sonucunda bilisim
sistemlerinin strekliligini etkileyecek riskler ve tehditler surekli olarak izlenmektedir.

* Bilisim sistemlerine erisim ve kullanicilarin yetkilendirilmesi, erisim ve yetki
matrisi ile kurumsal aktif dizin U(zerinden glvenlik politikalari araciligi ile
yapiimaktadir.

* Sistemler (zerinde yazilimsal degisiklik ve/veya gincelleme yapilacagi zaman
denemeler test ortaminda yapilmakta, varsa glvenlik agiklari tespit edilerek gerekli
tedbirler alinmakta ve yapilacak degisiklige son hali bu islemlerin ardindan
verilmektedir.

» Muyenehanenin bilisim sistemleri techizati, yazihm ve verilerin fiziksel glvenligi
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icin gerekli 6nlemler alinmaktadir.

* Cevresel tehditlere karsi bilisim sistemleri glivenliginin saglanmasi igin, donanimsal
(sistem odasina sadece yetkili personelin girisini saglayan erisim kontrol sistemi, alan
agini olusturan kenar anahtarlarin fiziksel giivenliginin saglanmasi, yangin séndirme
sistemi, iklimlendirme sistemi vb.) ve yazilimsal (glvenlik duvarlari, atak 6nleme
sistemleri, ag erisim kontrolu, zararh yazilimlari engelleyen sistemler vb.) dnlemler
alinmaktadir.

* Kisisel verilerin hukuka aykiri islenmesini 6nlemeye yonelik riskler belirlenmekte,
bu risklere uygun teknik tedbirlerin alinmasi saglanmakta ve alinan tedbirlerle ilgili
teknik kontroller yapiimaktadir.

» Muayenehane icerisinde erisim prosedirleri olusturularak Kisisel verilere erisimde
minimum yetki prensibi uygulanmaktadir.

* Veri sorumlusu, silinen kisisel verilerin ilgili kullanicilar icin erisilemez ve tekrar
kullanilamaz olmasi igin gerekli tedbirleri almaktadir.

» Kisisel verilerin hukuka aykiri olarak baskalari tarafindan elde edilmesi halinde bu
durumu ilgili kisiye ve Kurula bildirmek igin veri sorumlusu tarafindan buna uygun
hazirhk galismalari yapiimistir.

* 7/24 calisan glvenlik kamerasi ve izleme sistemleri kullaniimasi,

* Kisisel verilerin islendigi elektronik ortamlarda guvenli kayit tutma (loglama)
sistemleri kullaniimaktadir.

» Kisisel verilerin glvenli olarak saklanmasini saglayan veri yedekleme programlari
kullaniimaktadir ve yedeklenen kisisel verilerin glivenligi de saglanmaktadir.

* Elektronik olan veya olmayan ortamlarda saklanan kisisel verilere erisim, minimum
erisim prensiplerine gore sinirlandiriimaktadir.

« Ozel nitelikli kisisel verilerin giivenligine yonelik ayri politika belirlenmistir.

« Ozel nitelikli Kisisel verilerin islendigi, muhafaza edildigi ve/veya erisildigi
elektronik ortamlar kriptografik yontemler kullanilarak muhafaza edilmekte,
kriptografik anahtarlar guvenli ortamlarda tutulmakta, tim islem Kkayitlari
loglanmakta, ortamlarin guvenlik guncellemeleri sirekli takip edilmekte, gerekli
givenlik testlerinin dizenli olarak yapilmasi/yaptirilmasi, test sonuclarinin kayit
altina alinmasi,

« Ozel nitelikli kisisel verilerin islendigi, muhafaza edildigi ve/veya erisildigi fiziksel
ortamlarin yeterli glivenlik 6nlemleri alinmakta, fiziksel guvenligi saglanarak yetkisiz
giris gikislar engellenmektedir.

« Ozel nitelikli kisisel veriler e-posta yoluyla aktarilmasi gerekiyorsa sifreli olarak

kurumsal e-posta adresiyle aktariimaktadir. Tasinabilir bellek, CD, DVD gibi
ortamlar yoluyla aktarilmasi gerekiyorsa kriptografik yontemlerle sifrelenmekte ve
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kriptografik anahtar farkli ortamda tutulmaktadir.

» Kagit ortami yoluyla aktarimi gerekiyorsa evrakin calinmasi, kaybolmasi ya da
yetkisiz kisiler tarafindan gorilmesi gibi risklere karsi gerekli 6nlemler alinmakta ve
evrak “gizli” formatta génderilmektedir.

Kisisel veriler gizlilige tabidir. Calisanlarin, verileri izinsiz olarak toplamasi, islemesi ya da
kullanmasi  yasaktir.  Yetkisiz  kullanim, cahisanlarin  mesru  gorevleri  disinda
gerceklestirdikleri yetkisiz veri islemesidir. Calisanlar kisisel verilere sadece s6z konusu
gdrevin kapsami ve mahiyetine uygun olmasi halinde erisebilirler.

Cahsanlarin kisisel verileri 6zel ya da ticari amagclar icin kullanmasi, yetkisiz kisilere
dagitmasi ya da baska bir sekilde erisilebilir kilmasi yasaklanmistir. Veri sorumlusu
calisanlarini is iliskisinin basladigi sirada veri koruma ile ilgili yikamlulukler hakkinda
bilgilendirmektedir ve buna iliskin hukuki tedbirleri almaktadir. Bu yukimlulik, is iliskisinin
sonlandiriimasindan sonra da devam eder.

Veri sorumlusu islemekte oldugu kisisel verilerin hukuka aykiri olarak islenmesini 6nlemek,
verilere hukuka aykiri olarak erisilmesini 6nlemek ve verilerin muhafazasini saglamak icin
uygun givenlik duzeyini saglamaya yonelik gerekli tedbir ve kontrolleri almakta, bu
kapsamda gerekli denetimleri yapmakta veya yaptirmaktadir. Bu husus, veri islemenin
elektronik yolla veya yazili olarak yapiimasindan bagimsiz olarak gecerlidir. Ozellikle yeni
IT sistemlerine geciste veri islemenin yeni metotlarina baslamadan &nce, Kkisisel verilerin
korunmasina yonelik teknik ve organizasyonel dnlemler tanimlanmakta ve uygulanmaktadir.
Bu Onlemler son gelismelere, islemin risklerine ve bilgi siniflandirmasi sureci ile belirlenen,
verinin koruma ihtiyacina dayandirilmistir. Kisisel verilerin korunmasina iliskin teknik ve
organizasyonel onlemler, veri sorumlusu bilgi giivenligi yonetiminin bir parcasidir ve teknik
gelismelere ve organizasyonel degisikliklere stirekli olarak uyarlanmaktadir.

15. KISISEL VERILERIN SAKLANMASI VE IMHASI

Veri sorumlusu Op. Dr. Neslihan HAZAR, kisisel verileri islendikleri amac icin gerekli olan
stre ve ilgili faaliyetin tabi oldugu yasal mevzuatta 6ngdrilen minimum sirelere uygun
olarak muhafaza etmektedir. Bu kapsamda, veri sorumlusu Oncelikle ilgili mevzuatta Kisisel
verilerin saklanmasi icin bir siire 6ngoérullip 6ngorilmedigini tespit etmekte, bir sure
belirlenmisse bu stireye uygun davranmaktadir. Yasal bir siire mevcut degil ise Kisisel veriler
islendikleri amag igin gerekli olan siire kadar saklanmaktadir.

Islevini yitiren, saklama stiresi dolan, mevzuat gercevesinde miimkiin olmasi halinde veri
sahibince imha edilmesi istenen veriler, KVKK madde 7'de sayilan kisisel verilerin silinmesi,
yok edilmesi veya anonim hale getirilmesi ydntemlerinden uygun olani kullanarak imha
edilir. Bu kapsamda veri sorumlusu ilgili yikumlaluginG yerine getirmek tzere ¢alisanlarini
egitmekte, gorevlendirmekte ve farkindaliklarini arttirmaktadir.

Kisisel verilerin silinmesi, yok edilmesi veya anonim hale getirilmesiyle ilgili yapilan bitin
islemler kayit altina alinir ve sz konusu kayitlar, diger hukuki yuktmltlikler hari¢ olmak
uzere en az 3 yil sureyle saklanir.

- Verilerin islenmesine esas teskil eden ilgili mevzuat hikimlerinin degistirilmesi veya ilgasi,
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- Verilerin islenmesini veya saklanmasini gerektiren amacin ortadan kalkmasi ,

- Kisisel verileri islemenin sadece agik riza sartina istinaden gercgeklestigi hallerde, ilgili
kisinin agik rizasini geri almasi,

- Kanunun 11 inci maddesi geregi ilgili kisinin haklari cercevesinde kisisel verilerinin
silinmesi ve yok edilmesine iliskin yaptigi basvurunun veri sorumlusu tarafindan kabul
edilmesi,

- Kisisel verilerin saklanmasini gerektiren azami strenin gegmis olmasi ve kisisel verileri
daha uzun saklamay1 hakli kilacak herhangi bir sartin mevcut olmamasi, durumlarinda kisisel
verileriniz yukarida da ifade edildigi gibi re'sen veya basvurunuz Uzerine silinecek, yok
edilecek veya anonim hale getirilecektir.

16. ILGILI KISININ HAKLARI

6698 Sayili KVKK'nin 11. Maddesinde sayilan haklar ve Anayasanin 20. Maddesinin Kisiye
tanidig haklar gercevesinde kisisel verileri alinan ilgili kisi asagida belirtilen bilgileri talep
etme hakkina sahiptir. Veri sorumlusu Op. Dr. Neslihan HAZAR vyasalarin belirledigi
cercevede hak sahiplerine haklari ile ilgili gerekli bilgilendirme yapmaktadir. Kisisel veri
sahipleri;

- Kisisel veri islenip islenmedigini 6grenme,

- Kisisel verileri islenmisse buna iliskin bilgi talep etme,

- Kisisel saglik verilerine erisim ve bu verileri isteme,

- Kisisel verilerin islenme amacini ve bunlarin amacina uygun kullanilip kullanilmadigini
ogrenme,

-Yurt icinde veya yurt disinda kisisel verilerin aktarildigi tctncu kisileri bilme,

- Kisisel verilerin eksik veya yanlis islenmis olmasi halinde bunlarin diizeltilmesini isteme ve
bu kapsamda yapilan islemin kisisel verilerin aktarildigi Gg¢lnct kisilere bildirilmesini isteme,

- 6698 sayili Kanun ve ilgili diger kanun hikimlerine uygun olarak islenmis olmasina
ragmen, islenmesini gerektiren sebeplerin ortadan kalkmasi halinde Kkisisel verilerin
silinmesini veya yok edilmesini isteme ve bu kapsamda yapilan islemin kisisel verilerin
aktarildigi t¢tnci kisilere bildirilmesini isteme,

- Islenen verilerin miinhasiran otomatik sistemler vasitasiyla analiz edilmesi suretiyle Kisinin
kendisi aleyhine bir sonucun ortaya ¢ikmasinaitiraz etme,

- Kisisel verilerin kanuna aykiri olarak islenmesi sebebiyle zarara ugramasi halinde zararin
giderilmesini talep etme haklarina sahiptir.

19



17. ILGILIi KIiSININ HAKLARINI TALEP ETME YONTEMLERI

ilgili Kkisi haklarini kullanmak (izere wveri sorumlusuna basvuru usulii Kanunun 13.
Maddesinde diizenlenmistir. ilgili kisi yukarida sayilan haklarini kullanmak adina,
KVKK’nin 13. maddesinde yer alan basvuru usuliine uygun olarak veri sorumlusu Op. Dr.
Neslihan HAZAR'a talep iletmesi durumunda, veri sorumlusu 6ncelikle sikayetin usuliine
uygun bir sekilde yapihip yapilmadigini inceler ve ardindan gerekli bilgilendirmeyi ilgili
kisiye yapar. Veri sorumlusu tarafindan, s6z konusu hakkin ne sekilde kullanilacagi ve bilgi
talebine iliskin hususlarin nasil degerlendirilecegi ile ilgili ilgili kisiye gerekli bilgilendirme
yapiimaktadir.

ilgili kisiler yukarida belirtilen haklarina iliskin taleplerini veri sorumlusu resmi internet
adresi  https://www.drneslihan.com/ adresinde bulunan Basvuru Formu’nu eksiksiz
doldurarak;

- Sirinyali Mah. Ismet Goksen Cad. Dostlar Apt. No:28/6 07000 Muratpasa / Antalya
adresine adresine noter, posta veya sahsi olarak basvurarak,

- neslihan@drneslihan.com mail adresine 1slak imzah basvuru formunu taratarat PDF
formatinda gondermek suretiyle basvuruda bulunabilirsiniz.

Yapmis oldugunuz basvurular veri sorumlusu tarafindan higbir Ucret talep edilmeden, veri
sorumlusuna usultine uygun bir sekilde iletildigi tarihten itibaren 30 (otuz) gln icerisinde
sonuclandirilacaktir. Ancak, islemin ayrica bir maliyeti gerektirmesi halinde, Kisisel
Verilerin Korunmasi Kurulu'nun belirledigi tarifedeki tcret alinabilir. Veri sorumlusu talebi
kabul eder veya gerekcesini agiklayarak reddeder ve cevabini ilgili kisiye yazil olarak veya
elektronik ortamda bildirir. Bagvuruda yer alan talebin kabul edilmesi halinde veri
sorumlusunca geredi yerine getirilir. Basvurunun veri sorumlusunun hatasindan
kaynaklanmasi halinde tcret ilgiliye iade edilir.

Veri sorumlusu, basvuruda bulunan Kisinin ilgili kisi olup olmadigini tespit etmek adina ilgili
kisiden ek bilgi talep edebilir, basvuruda belirtilen hususlari netlestirmek adina, ilgili kisiye
basvurusu ile ilgili soru yoneltebilir.

18. VERI IHLALLERI YONETIMI

Veri sorumlusu, isbu Kisisel Verilerin Korunmasi ve islenmesi Politikasini veya KVKK’ya
uygun olarak islenen Kisisel verilerin kanuni olmayan yollarla baskalari tarafindan elde
edilmesi halinde bu durumu en kisa strede ilgili Kisiye ve Kurul’a bildirilmesini saglayan
sistemi yurutmektedir. Kurul tarafindan gerek goérilmesi halinde, bu durum, Kurul’un
internet sitesinde veya baska bir yéntemle ilan edilebilecektir.

19. POLITIKANIN YUYURLUGU VE GUNCEL TUTULMASI
Isbu veri politikasi ....... Tarihinde guncellenmistir. Veri sorumlusu liderliginde yetkili
birimler, kisisel verilerin korunmasi hakkinda ilgili mevzuat, mevzuat ve diizenlemelere

iliskin yenilik, degisiklik, gelismeleri takip etmek ve bu dogrultuda Politikay1 gincel
tutmakla yukumludur.
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